
Preliminary Program Agenda as of August 28, 2015 

Software and Supply Chain Assurance Fall Forum 2015 

31 August -1 September, 2015, MITRE-1, 7525 Colshire Drive, McLean, VA 22102 

 

                           

Monday  
August 31, 2015 

Tuesday 
September 1, 2015 

Wednesday 
September 2, 2015 

 9:00 AM 9:00 AM 9:00 AM 

 

Welcome by DHS, DOD, NIST, & GSA 
 
Keynote 

 Dr Phyllis  Schneck, DHS D U/S 
Cybersecurity   

 
Acquisition Reform Across the Federal 
Government 

 Jon Etherton, National Defense 
Industrial Association (NDIA)  

 
History of Acquisition and IT Acquisition 
Reform 

 John Weiler,  IT Acquisition Advisory 
Council  

SSCA and Counterfeit Microelectronics WG 
Joint Session  
 
Intro and Welcome 
 
Keynote 

 Danny Marti, U.S. Intellectual Property 
Enforcement Coordinator within the 
Executive Office of the President  

 
Counterfeits in the Pharmaceutical Industry  

 Rubie A. Mages,  Director of Strategic 
Planning , Pfizer  

Cyber Sprint  

 Trevor Rudolph, Executive Office of the 
President  

 
Trusted Microelectronics: The Future 
Landscape    

 Mr. Robert Gold, DOD (invited) 
 

NIST  SP 800-171  Protecting Controlled 
Unclassified Information in Nonfederal 
Information Systems and Organizations 

 Ron Ross, NIST  

 Break 10:30-11:00 Break 10:30-10:45 Break 10:30-11:00 

 

Risk Based Threat Modeling 
Tony UcedaVelez, OWASP 
 
Integrated Analysis/Reporting of Multiple 
Tools 

 Synopsis/Codenomicon 

 MITRE 

SSCA and Counterfeit Microelectronics WG 
Joint Session (Continued) 
 
Electronic Component Supply Chain 
Integrity 

 Mark M. Tehranipoor,  Florida Institute 
for Cybersecurity (FICS), University of 
Florida 

 
Anti-Counterfeit Standards  

 Bruce Mahone, SAE   
 
STARRS  

 Celia  Merzbacher, SRC  
 
New Concerns With China As The World’s 
Electronics Hardware – Software Supplier 

 Professor Pecht, CALCE 

Business Due Diligence Information - Risk 
Indicators, FY16 activities, projected IOC  

 Emile Monette, GSA 
 
Clarity & Conciseness in Due Diligence 
Relevant Communications  

 Bob Martin, MITRE 

 Lunch 12:30-1:30 Lunch 12:45-1:45 Lunch 12:30-1:30 

 

Underwriter’s Labs (UL) Efforts For Testing, 
Rating, and Labeling Software 

 Rachna Stegall, UL 
 

Motivations for Independent 3rd Party 
Certifications 

 Scott Yeager, Reprivata 
 

Role of Insurance & Financial Institutions in 
Software Assurance 

 Kevin McKechnie, American Bar 
Association 

Mission Impacts of Software Defects 

 Brandon Bailey, NASA  
 

Strategic U.S. Government Engagement in 
International Standardization to Achieve 
U.S. Objectives for Cybersecurity 

 Jeff Weiss, Department of Commerce 

NICE 

 Rodney Peterson, NIST (invited) 
 

CAEs & Scholarships 

 Lynne Clark, NSA  
 
DoD Cyberspace Workforce Strategy & 
Ongoing Activity 

 Don Davidson, DOD 

 Break 3:00-3:30 Break 3:00-3:30 Break 3:00-3:30 

 Medical Device Cybersecurity and Medical 
Device Vulnerability Information Sharing 

 Deborah Kobza, Global Institute for 
Cybersecurity +Research  

 
Securing the Supply Chain Last Mile 

 Jonathan Butts, Ph.D., QED Secure 
Solutions, LLC  

Evolutions in SSCA Best Practice Adoption 

 Michele Moss, Booz Allen Hamilton 
 

Reaching the C-Level 

 Charlie Tupitza, Axelos 
 
ISO SWID Tags In Government Software 
Acquisitions 

 Eric Eskam, GSA  

Way Ahead Discussion 


